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| РОССИЙСКАЯ ФЕДЕРАЦИЯ ПРОЕКТ  АМУРСКАЯ ОБЛАСТЬ  СВОБОДНЕНСКИЙ РАЙОН  АДМИНИСТРАЦИИ КЛИМОУЦЕВСКОГО СЕЛЬСОВЕТА ПОСТАНОВЛЕНИЕ |
| с. Климоуцы  00.00.2020 № 00 |

**ОБ УТВЕРЖДЕНИИ ПОЛОЖЕНИЯ О ПОЛИТИКЕ**

**АДМИНИСТРАЦИИ** **КЛИМОУЦЕВСКОГО СЕЛЬСОВЕТА**

**В ОТНОШЕНИИ ОБРАБОТКИ** **ПЕРСОНАЛЬНЫХ ДАННЫХ**

В соответствии с [пунктом 2 части 1](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6245446E840303443CCC556CD357B03EDB8B3C14395654FFDC831E78DC1F84E6B6DEB6B6818DBC4nBP0H) и [частью 2 статьи 18.1](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6245446E840303443CCC556CD357B03EDB8B3C14395654FF8C831E78DC1F84E6B6DEB6B6818DBC4nBP0H) Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных» постановляю:

1. Утвердить [Положение](file:///C:\Users\1\Documents\2020%20год\ПРОКУРАТУРА%202020\персональные%20данные\прокуратура%20Климоуцы.doc#P33) о политике администрации Климоуцевского сельсовета в отношении обработки персональных данных согласно приложению к настоящему постановлению.

2. Муниципальным служащим Климоуцевского сельсовета при обработке персональных данных руководствоваться настоящим [Положением](file:///C:\Users\1\Documents\2020%20год\ПРОКУРАТУРА%202020\персональные%20данные\прокуратура%20Климоуцы.doc#P33).

3. Настоящее постановление вступает в силу со дня официального опубликования и подлежит размещению на официальном сайте администрации Климоуцевского сельсовета.

4. Контроль за исполнением настоящего постановления оставляю за собою.

Глава администрации Т.Н.Шайдурова

Приложение

к постановлению

Климоуцевского сельсовета

от «\_\_\_» \_\_\_\_\_\_\_ № \_\_\_\_\_

**ПОЛОЖЕНИЕ**

**О ПОЛИТИКЕ АДМИНИСТРАЦИИ** **КЛИМОУЦЕВСКОГО СЕЛЬСОВЕТА В ОТНОШЕНИИ ОБРАБОТКИ**

**ПЕРСОНАЛЬНЫХ ДАННЫХ**

1. Общие положения

1.1. Настоящее Положение о политике администрации Климоуцевского сельсовета разработано в отношении обработки персональных данных (далее - Положение) в целях обеспечения реализации требований законодательства Российской Федерации в области обработки персональных данных.

1.2. Положение формирует категории персональных данных, обрабатываемых администрацией Климоуцевского сельсовета (далее - Оператор), цели, способы и принципы обработки персональных данных, права и обязанности Оператора при обработке персональных данных, права субъектов персональных данных, а также включает перечень мер, применяемых Оператором для обеспечения безопасности персональных данных при их обработке.

1.3. Настоящее Положение обязательно для соблюдения и подлежит доведению до всех сотрудников Оператора, осуществляющих обработку персональных данных.

1.4. В настоящем Положении используются следующие понятия:

Персональные данные - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных).

Субъект персональных данных - это физическое лицо.

Информационная система персональных данных - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку технических средств.

Оператор - государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными.

Обработка персональных данных - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, представление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

Блокирование персональных данных - временное прекращение обработки персональных данных.

Уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных.

Трансграничная передача персональных данных - передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу.

Биометрические персональные данные - сведения, которые характеризуют физиологические и биологические особенности человека, на основании которых можно установить его личность.

2. Информация об операторе

Наименование: администрация Климоуцевского сельсовета

ИНН: 2823001564

Адрес:676404, Амурская обл., Свободненский район, село Климоуцы, улица Косова, дом 54.

Тел.:8 (41643) 38-1-16; 38-1-60, факс: 8 (41643) 38-1-16; 38-1-60

E-mail: klimoutsy@svobregion.ru и сайт: www.klimoutsy.ru

3. Правовое основание обработки персональных данных

Обработка персональных данных осуществляется Оператором в соответствии со следующими законодательными и нормативными актами Российской Федерации:

- [Конституцией](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF7295241E41567361299CB53C5652113FBF1BEC65D956E57FFC367nBP6H) Российской Федерации;

- Трудовым [кодексом](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6245647EB47303443CCC556CD357B03FFB8EBCD43937849F5DD67B6CBn9P4H) Российской Федерации;

- Федеральным [законом](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6245446E840303443CCC556CD357B03FFB8EBCD43937849F5DD67B6CBn9P4H) от 27 июля 2006 г.№ 152-ФЗ «О персональных данных»;

- Федеральным [законом](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6245141ED47303443CCC556CD357B03FFB8EBCD43937849F5DD67B6CBn9P4H) от 2 марта 2007 г. № 25-ФЗ «О муниципальной службе в Российской Федерации»;

- Федеральным [законом](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6255741E845303443CCC556CD357B03FFB8EBCD43937849F5DD67B6CBn9P4H) от 27 июля 2010 г. № 210-ФЗ «Об организации предоставления государственных и муниципальных услуг»;

- Федеральным [законом](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF620514CED43303443CCC556CD357B03FFB8EBCD43937849F5DD67B6CBn9P4H) от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;

- [Указом](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6235C4CEE46303443CCC556CD357B03FFB8EBCD43937849F5DD67B6CBn9P4H) Президента Российской Федерации от 30 мая 2005 г. № 609 «Об утверждении Положения о персональных данных государственного гражданского служащего Российской Федерации и ведении его личного дела»;

- и иными нормативно-правовыми актами, предусмотренными законодательством Российской Федерации.

4. Цели обработки персональных данных

4.1. Оператор обрабатывает персональные данные в целях:

- рассмотрения обращений граждан;

- выполнения требований трудового законодательства Российской Федерации, законодательства о муниципальной службе Российской Федерации;

- исполнения иных целей в рамках полномочий по решению вопросов местного значения, предусмотренных законодательством Российской Федерации.

5. Категории субъектов обрабатываемых персональных данных

5.1. В информационных системах персональных данных Оператора обрабатываются персональные данные следующих субъектов:

- граждан, состоящих с Оператором в отношениях, регулируемых трудовым законодательством, законодательством о муниципальной службе, и их близких родственников;

- граждан, являющихся претендентами на замещение вакантных должностей Оператора;

- граждан, претендующих на включение в кадровый резерв для замещения вакантных должностей муниципальной службы Оператора;

- граждан, обращающихся к Оператору и к должностным лицам Оператора в соответствии с Федеральным [законом](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF620514CED43303443CCC556CD357B03FFB8EBCD43937849F5DD67B6CBn9P4H) от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;

- граждан, обратившихся к Оператору для получения муниципальных услуг и государственных услуг, переданных в рамках отдельных государственных полномочий;

- и иных граждан, обработка персональных данных которых предусмотрена законодательством Российской Федерации.

6. Основные принципы обработки персональных данных

6.1. Оператор в своей деятельности при обработке персональных данных руководствуется следующими принципами:

- обработка должна осуществляться на законной и справедливой основе;

- обработка персональных данных должна ограничиваться достижением конкретных, заранее определенных и законных целей;

- не допускается обработка персональных данных, не совместимая с целями сбора персональных данных;

- обработке подлежат только персональные данные, которые отвечают целям их обработки;

- содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки. Обрабатываемые персональные данные не должны быть избыточными по отношению к целям их обработки;

- при обработке персональных данных должны быть обеспечены точность персональных данных, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных;

- хранение персональных данных осуществляется в форме, позволяющей определить субъект персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен действующим законодательством. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено действующим законодательством.

6.2. Оператор не осуществляет трансграничную передачу персональных данных.

6.3. Оператор не осуществляет обработку биометрических персональных данных.

6.4. Персональные данные субъектов обрабатываются как на бумажных носителях, так и с помощью средств вычислительной техники.

7. Меры по обеспечению безопасности персональных

данных при их обработке

7.1. Оператор при обработке персональных данных принимает все необходимые правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, представления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных. Обеспечение безопасности персональных данных достигается, в частности, следующими способами:

- назначением ответственного за организацию обработки персональных данных;

- изданием Оператором нормативных правовых актов по вопросам обработки персональных данных, а также нормативных правовых актов, устанавливающих процедуры, направленные на предотвращение и выявление нарушений законодательства Российской Федерации, устранение последствий таких нарушений;

- осуществлением внутреннего контроля соответствия обработки персональных данных Федеральному [закону](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6245446E840303443CCC556CD357B03FFB8EBCD43937849F5DD67B6CBn9P4H) от 27 июля 2006 г. № 152-ФЗ «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, настоящему Положению в отношении обработки персональных данных;

- ознакомлением сотрудников Оператора, непосредственно осуществляющих обработку персональных данных, с положениями законодательства Российской Федерации о персональных данных, в том числе требованиями к защите персональных данных, нормативными правовыми актами по вопросам обработки персональных данных;

- определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных;

- применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных;

- применением средств защиты информации;

- оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;

- учетом автоматизированных рабочих мест персональных данных;

- обнаружением фактов несанкционированного доступа к персональным данным и принятием мер;

- восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;

- установлением прав доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;

- контролем над принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных.

8. Права субъектов персональных данных

8.1. Субъект персональных данных имеет право на получение сведений об обработке его персональных данных, указанных в [части 7 статьи 14](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6245446E840303443CCC556CD357B03EDB8B3C14395654BF9C831E78DC1F84E6B6DEB6B6818DBC4nBP0H) Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных», за исключением случаев, предусмотренных [частью 8 указанной статьи](consultantplus://offline/ref=0BB51B02DF07201E6443BD4B94E0747BF6245446E840303443CCC556CD357B03EDB8B3C14395654AF8C831E78DC1F84E6B6DEB6B6818DBC4nBP0H).

8.2. Субъект персональных данных вправе требовать от Оператора уточнения обрабатываемых Оператором персональных данных субъекта персональных данных, их блокирования или уничтожения, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

8.3. Для реализации своих прав и защиты законных интересов субъект персональных данных имеет право обратиться к Оператору. Оператор рассматривает любые обращения и жалобы со стороны субъектов персональных данных, тщательно расследует факты нарушений и принимает все необходимые меры для их немедленного устранения, наказания виновных лиц и урегулирования спорных и конфликтных ситуаций в досудебном порядке.

8.4. Субъект персональных данных вправе обжаловать действия или бездействие Оператора путем обращения в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке.

8.5. Субъект персональных данных имеет право на защиту своих прав и законных интересов, в том числе на возмещение убытков и (или) компенсацию морального вреда в судебном порядке.

9. Ответственность

Ответственность за организацию обработки персональных данных несет непосредственно руководитель структурного подразделения, подчиненными которого осуществляется обработка персональных данных в информационной системе персональных данных.